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QUICker Connection Establishment
with Out-Of-Band Validation Tokens

QUIC is a secure transport protocol that will replace TLS over TCP within the upcoming HTTP/3. An initial QUIC
handshake requires two round-trips. The first round-trip accounts for a challenge-response mechanism
known as stateless retry. This mechanism validates the claimed source address to prevent IP spoofing attacks.
The second round-trip is used to conduct the cryptographic connection establishment.
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